To Whom It May Concern,

As requested, here is our inventory of IT:

|  |  |  |  |
| --- | --- | --- | --- |
| Device Name | OS Version | Current Version | Vulnerabilities |
| Firewall – Palo Alto | version 8.0.0.0 | 9.0 | The DNS Proxy in Palo Alto Networks PAN-OS allows remote attackers to execute arbitrary code via a crafted domain name |
| Fedora (mail) | Fedora 21 | Fedora 32 | ganglia-web before 3.7.1 allows remote attackers to bypass authentication.  The ssl-proxy-openssl.c function in Dovecot before 2.2.17, when SSLv3 is disabled, allow remote attackers to cause a denial of service (login process crash) via vectors related to handshake failures. |
| Active Directory (AD) | Windows Server 2008 R2 | 6.1 (Build 7600) | Known Vulnerabilites - Windows Jet Database Engine , Windows Kernel improperly handles objects in memory |
| Windows 10 | Windows 10 pro edition | 1903 | A security feature bypass vulnerability exists in Windows 10 Mobile when Cortana allows a user to access files and folders through the locked screen, aka 'Windows 10 Mobile Security Feature Bypass Vulnerability'.  Windows Media Player 9 and 10, in certain cases, allows content protected by Windows Media Digital Rights Management (WMDRM) to redirect the user to a web site to obtain a license, even when the "Acquire licenses automatically for protected content" setting is not enabled. |
| Windows 8 | Windows 8.1 | v6.3.9600 | XnView Classic 2.48 on Windows allows remote attackers to cause a denial of service (application crash) or possibly have unspecified other impact via a crafted file, related to xnview+0x385399.  Limited plaintext disclosure exists in PRIMX Zed Entreprise for Windows before 6.1.2240, Zed Entreprise for Windows (ANSSI qualification submission) before 6.1.2150, Zed Entreprise for Mac before 2.0.199, Zed Entreprise for Linux before 2.0.199, Zed Pro for Windows before 1.0.195, Zed Pro for Mac before 1.0.199, Zed Pro for Linux before 1.0.199, Zed Free for Windows before 1.0.195, Zed Free for Mac before 1.0.199, and Zed Free for Linux before 1.0.199. Analyzing a Zed container can lead to the disclosure of plaintext content of very small files (a few bytes) stored into it |
| Ubuntu | Ubuntu 12.04 | Ubuntu 18.04 LTS "Bionic Beaver" | USN-4172-2: FILE VULNERABILITY  It was discovered that file incorrectly handled certain malformed files. An attacker could use this issue to cause a denial of service, or possibly execute arbitrary code.  USN-4154-1 SUDO VULNERABILITY  Joe Vennix discovered that Sudo incorrectly handled certain user IDs. An attacker could potentially exploit this to execute arbitrary commands as the root user. |
| Centos (eCommerce) | Centos linux release 6.0 (final) | 7.7 6 august 2019 | No known vulnerabilities |
| Splunk | version 7.2.0 | Splunk Enterprise 8.0.0 | No known vulnerabilities |
| Phantom | version 4.1.94 | V 01.05.0600 | No known vulnerabilities |

Kind regards,

Team 17.